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Abstract: This contribution proposed an initial summary and evaluation of the solution to KI#1
1. Introduction
There are 7 solutions for the KI#1. In this paper we try to give an initial summary and evaluation of the solution to this KI.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-49.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (all new text) * * * *
7.x    Evaluation for KI#1: Enhancements for EAS (re)discovery and UPF (re)selection with reducing impact on central 5GC NFs
There are 7 solution related to KI#1, i.e. solution #1-#7. The solution can be categorized into 4 groups: 
· Group 1: I-SMF based offloading solution. 
· Group 2: L-SMF based offloading solution. 
· Group 3: Two PDU sessions based solution. 
· Group 4: EDI provisioned solution. 
G1: I-SMF based offloading solution 
[bookmark: _Hlk161928274]I-SMF based offloading solution is that the SMF which control the offloading traffic is put before the anchor SMF, i.e. I-SMF. The Edge related information and handling, i.e. DNS context management, DNS message handling, UL-CL/BP and L-PSA insertion is handled by I-SMF. This includes the solution#1, #5. 
NOTE 1: 	In this category even it is called as I-SMF based offloading solution, it does not mean the functionalities define in the I-SMF in this category solution is same as existing defined I-SMF.
Solution #1: In this solution, the I-SMF, ULCL/BP UPF and Local PSA UPF are introduced with enhancement of PCF sends the traffic offload policy to I-SMF via SMF transparently. This solution emphasizes that the Policy from PCF can be transparently transmitted to the I-SMF. It is unclear how the AMF select the I-SMF, e.g. static or dynamic? what is the policy to be executed at I-SMF? how the PCF is aware which policy should be executed at I-SMF not SMF? The DNS message handling is also expected to be further clarified or it is not expected to do optimization for DNS message handling?
Solution #5: In this solution, the AMF check if the Local Offloading Control indication is allowed. Per this indication, AMF insert and select local SMF during the PDU Session establishment. This solution tries to emulate the existing HR-SBO mechanism. However, the situation is different comparing to the HR PDU session case. For example, what is the meaning of the local offloading control indication and local offloading management policy? Whether the I-SMF need be always inserted regardless UE in which place? Whether the I-SMF can be removed when the UE move?
NOTE 2:	Even it is called as L-SMF in solution#5. However the handling of L-SMF defined in solution#5 is different comparing to other L-SMF defined in G2 solution and more aligned with the I-SMF related architecture.  
Evaluation: For this group solution, it seems that the I-SMF is always required to be inserted into the signalling path regardless whether there is traffic related to EAS and UE in which place. Some further clarification on how to insert/remove I-SMF to make it clearer is necessary. 

G2: L-SMF based offloading solution 
[bookmark: _Hlk161928131]L-SMF based offloading solution is that the SMF which control the offloading traffic is put after the anchor SMF. The Edge related information and handling, i.e. DNS message handling, L-PSA insertion is handled by L-SMF. The DNS context management, UL-CL/BP insertion is handled by SMF. This includes the solution#3, #4.
Solution #3: In this solution, the L-SMF is inserted when it is needed. When receiving DNS query, the SMF selects the related L-SMF. With the assistance of the L-SMF (ECS option population, DNAI selection), the SMF inserts the UL CL/BP and update the DNS context at the EASDF. In addition to reduce the effort of the configuration of DNS context at the EASDF, the EDI/ BaselineDNSPattern is managed by L-SMF. With the additional target UE group information, EASDF can link the BaselineDNSPattern inserted by L-SMF with the DNS context inserted by SMF. Hence the DNS context provisioned by the SMF can be optimized, i.e. not need provide all related FQDN and/or IP address information.  
Solution #4: In this solution, it is similar as the solution 3. The difference is that the L-SMF can be inserted before any DNS query. Also it clarifies that the L-SMF can be removed. 
Evaluation: For this group solution, the L-SMF is only inserted into the signalling path when the DNS message matched, i.e. only when it is needed. For the DNS message handling, the principle of sol#3 and sol#4 is similar. It is suggested to merge two solution into one solution.

G3: Two A-SMF based offloading solution 
Two A-SMF based offloading solution is that the two A-SMF are selected and interact with PCF from SMF/L-SMF separately but combined as one PDU session. The UL CL/BP/L-PSA insertion, interaction with NG-RAN are handled by L-SMF. This includes the solution#2.
Solution #2: In this solution, based on SM subscription data the SMF sends the indication of L-SMF selection and PCF information to AMF, AMF selects the L-SMF with considering the UE location. The L-SMF select the PCF per receives the PCF information and establish the related SM policy association. Later PCF can push the related PCC rule directly to L-SMF. It is unclear whether the PCF should handle two SM policy association separately or together, e.g. same IP address or different IP address? Also same as solution#1 how the PCF is aware where this policy is to be executed, i.e. which policy should be sent to L-SMF? The DNS message handling is also expected to be further clarified.
Evaluation: This solution seems some more clarification is needed due to two SM policy association linked with same (or different?) IP address to the PCF but PCF still need consider them together. It is suggested not pursue this solution.  

G4: EDI provision solution 
Solution #6 and #7 introduces EDI provision methods as following.
Solution #6: This solution introduces EDI provision by via AF->NEF-> L-SMF, or via AF->NEF-SMF-L-SMF. Also to avoid L-SMF retrieves the EDI information from central UDR, it is suggested that the EDI information can be stored at the NEF locally.
Solution #7: This solution proposes that for EDI related information, i.e. FQDNs(range) or Local DNS server address(es) information are provided by the Local PSA to SMF via N4 Node level message. After the information provision procedure, indeed like the existing option D the SMF can insert the UL CL/BP before the DNS query directly. Hence comparing to the existing design, the real change seems only on the EDI related information provision. To provide the information to the SMF, the UPF(L-PSA) need be configured with the related information ahead. If that configuration is required, it seems the simpler way is to configure the related information to the SMF directly. Due to this, the benefit of this mechanism is questionable.
Evaluation: the EDI provision as described in sol#6 is related to above offloading mechanism. It can be discussed after the offloading mechanism decision. 

The target of KI#1 is to investigate whether and how to reduce impact on central NFs when supporting EAS (re)discovery and UPF (re)selection. G1 and G2 solution both have shown the possibilities to offload the DNS message handling from central SMF, e.g. the ECS option population or DNAI/L-UPF selection. Also, to support EAS (re)discovery and UPF (re)selection the edge computing related information (e.g. UPF and EAS deployment information, DNAIs) can be managed locally. This can further reduce the impact to SMF. 
Conclusion: It is possible to reduce impact on central NFs, e.g. SMF, when supporting EAS (re)discovery and UPF (re)selection. 
* * * * Next change (all new text) * * * *
8.X	Interim conclusion of KI#1
The following principles are concluded for the normative work.
· The DNS message handling can be offloaded from central SMF, e.g. the ECS option population and/or DNAI/L-PSA UPF selection. 
· When the DNS query message matched with the DNS handling rule and is to be sent out from EASDF, it includes the EDNS Client Subnet (ECS) option populated by the offloading SMF.
· Offloading SMF selects the DNAI and L-PSA UPF per the matched DNS response message at the EASDF.
Editor’s Note: it is FFS whether the offloading SMF is I-SMF as defined in Group 1 or L-SMF as defined in Group 2 solution.
* * * * End of changes * * * *
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